
 

 
 

Transparency Report – Blue Yonder, Inc. 
 
Blue Yonder, Inc. and its affiliates globally (together, “Blue Yonder”) takes data privacy seriously and 
we continuously invest significant resources to ensure that our core products and services are 
compliant with applicable data privacy laws and that wider data privacy risks are effectively 
managed.  
 
This includes our commitment to provide full transparency about our privacy practices. We obviously 
cannot exclude that we do receive disclosure requests, for example, from governments or law 
enforcement agencies for customers’ personal data. But we do not disclose personal data without 
having done an intensive and diligent review of a request. It is our policy to confirm the main 
details of the request, including the identity of the requester, to document all disclosure 
requests and review those with qualified legal support and then decide whether a request should be 
approved or rejected.  
 
We report, to the extent permitted by law, on an annual basis the total number of requests we have 
received from Law Enforcement agencies by country, the number of requests where customer 
personal data has been disclosed and the number of requests we have rejected (either no data 
found, or legal requirements were not fulfilled). 
 
 
 
 

Report for the period: January 2022 to December 2022 
 

 
Country Number of 

disclosure requests 
received 

Number of cases Customer 
Data disclosed 

Number of cases 
disclosure of 
Customer Data 
rejected 

 0   
    
    

 


